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# ICT SECURITY POLICY

### Policy Statement

Jaramogi Oginga Odinga University of Science and Technology acknowledges its responsibility to ensure appropriate security for all data, equipment, and processes in its domain of ownership and control. However, this obligation does not necessarily mean a guarantee of confidentiality of the same. The University shares this obligation with every member of the university community.

### Definition of ICT Security

ICT security is defined as “protecting information and communications systems from unauthorized access, use, disclosure, disruption, modification, or destruction”. The risks involved here concern:

1. Confidentiality of information
2. Integrity of data
3. Assets

**Efficient and Appropriate Use** ensures that University ICT resources are used for the purposes for which they were intended, in a manner that does not interfere with the rights of others.

### Roles

* + 1. **Policy management**

Approval of the ICT Policy is vested with the University Council.

Advice and opinion on the draft Policy is given by:

* + The Senate
	+ The Management Board

# CONDITIONS OF USE OF COMPUTING AND NETWORK FACILITIES

1. It is the policy of the University that the ICT-Directorate computing and network facilities are **intended for use for teaching, learning, research, administration and management in support of the University’s mission**. While recognizing the increasing importance of these facilities to the activities of staff and students, the University **reserves the right to limit, restrict, or extend access to them.**
2. All persons using the computing and network facilities shall be responsible for the appropriate use of the facilities provided as specified by the "Codes of Practice" of this policy, and shall observe conditions and times of usage as published by the ICT-Directorate from time to time.

#